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2013-2021 Group Term Life Experience Study Data Request
[bookmark: _Toc98504385]Request for Data Contributions 
The Society of Actuaries (SOA), through its Group Life Experience Committee (GLEC or the Committee), is issuing this data call to solicit information on group life and accidental death and dismemberment (AD&D) experience for 2013 through 2021. The previous study, covering experience from 2010 through 2013, was published in 2016.
[bookmark: _Toc98504386]Purpose of the Study
The SOA Research Institute and LIMRA are partnering together to complete industry experience studies.  Under this partnership, the SOA Research Institute’s GLEC and LIMRA plan to complete an update to the 2010-2013 Group Term Life Experience Study previously completed in 2016. This study will include only list-billed experience, but the Committee may undertake a future study to analyze experience for self-administered policies. The goals of this update are to:
· [bookmark: _Toc9326724]compare 2013-2021 group life mortality experience and waiver incidence with the prior experience from the 2010-2013 study; 
· analyze trends in group life mortality experience by various splits, including industry, geography, case size, face amount, age and sex, and product type; 
· investigate patterns in group life mortality experience by cause of death groupings, which is a new dimension of analysis for this iteration of the study;
· provide insight into mortality patterns during the COVID-19 pandemic period.
[bookmark: _Toc98504387]Form of Data Contributions
A description of the data request can be found in Appendix A, which will include references to attachments with detailed explanations of data elements being requested. Data can be submitted in one of the following file formats, which must use the ASCII character set:
· Microsoft Excel workbook;
· Comma-separated values (.csv) file;
· Fixed width Text (.txt) using specified columns to denote data elements;
· For formats that do not match the enclosed format specifications, column headings and/or attached mapping instructions are required.
[bookmark: _Toc98504388]Important Dates
Your timely voluntary data submission is a valuable contribution to this Study. We request your data, as described in the following section, no later than June 30, 2023. If you would like to contribute, but find that this timing is challenging, please contact Erika Schulty (eschulty@soa.org). In addition, please reply to Erika with your decision to supply data for this study by March 31, 2023, if you have not done so already. Once your company’s intent to participate has been received, Erika will send you a confidential company ID code.
[bookmark: _Toc79583071][bookmark: _Toc98504389]Data Transmission Instructions
The SOA Research Institute and LIMRA have partnered to validate, compile and aggregate the data for this effort. When you are ready to submit your data, please send an email to SOADataTransmissions@limra.com and LIMRA will send you a secure link to facilitate the data transmission.

[bookmark: _Toc79583072][bookmark: _Toc98504390]Study Outputs
A report with high level summary results of the study will be made publicly available.
In an effort to ensure these important industry studies can be funded on a sustainable basis, the SOA Research Institute and LIMRA will begin offering the detailed outputs of this work for purchase.
The following may be included in the outputs made available for purchase:
· detailed experience study report with analysis and commentary;
· a set of data visualization dashboards with the ability to filter on and drill down into the detail of the results of the study; 
· dataset(s) containing the aggregated experience collected for the purpose of this study. The datasets may be made available in excel files, text files or downloads from the data visualization tool; 
· models or other tools developed to support the analyses completed in the study; and
· other outputs as determined by the SOA Research Institute and LIMRA.

Any output of the study, whether publicly available or available for purchase, will not contain any private information or any confidential contributor level information.
[bookmark: _Toc79583073][bookmark: _Toc98504391]Benefits to Data Contributors
Data contributors will be acknowledged in the study output.  Their experience data will be part of a broad industry study that will benefit the industry.  Data contributors will benefit from having their company’s data included in resultant experience tables.
Data contributors whose data is retained for inclusion in the study and who purchase the available detailed study outputs will also receive the following benefits:
· [bookmark: _Hlk125373310]the cost of any study outputs that are not publicly available will be deeply discounted for data contributors relative to the cost for non-data contributors. The data contributors’ cost is expected to be $10,000, while the cost for non-contributors is expected to be $40,000;
· the ability to see their own experience results compared to the industry results in any non-public, data visualization dashboards or excel pivot tables;
· the option to choose a group of no less than 5 peer companies from the companies who provided data to the study and receive a comparison of the aggregated results of these peer companies to their own company results; 
· If your company is chosen to be in another company’s peer group, your company’s confidentiality will be protected in any peer group analysis in the following ways:
· A peer group must contain at least five (5) companies.
· If needed, any company with data that dominates the rest of the group (i.e., represents more than 25% of the exposure for the group) will be scaled down to 25%.
· If you submit data for more than one company, please contact eschulty@soa.org if you prefer the data for all the companies to be combined as one ‘company group’ or kept as separate individual companies in your peer group analysis.
· By being a data contributor, you acknowledge and agree that your company’s data may be part of another company’s peer group analysis. If you want to exclude your company’s data from another company’s peer group analysis, please notify eschulty@soa.org. In this case, your company will not have the option to receive a peer group analysis. 
· the opportunity to have a meeting with the SOA Research Institute and LIMRA researcher(s) who performed the analyses for the study.  At this meeting, the contributor will be able to quickly gain deeper insights into the results and questions in specific areas of interest.
[bookmark: _Toc488402354][bookmark: _Toc79583074][bookmark: _Toc98504392][bookmark: _Hlk33532938]Data Access, Ownership and Retention
The SOA Research Institute and LIMRA have partnered together to collect and process experience data for this effort. The data collected under this partnership will be processed and housed within LIMRA’s existing study data infrastructure. The agreement between the SOA Research Institute and LIMRA includes provisions to ensure the data is kept secure and confidential. Only SOA Research Institute and LIMRA staff directly involved with the project will have access to the original data. SOA Research Institute volunteers working on the experience analysis and table development will not have access to original data. For more information on LIMRA’s information security program, please see the LLG (LIMRA) Governing Information Security Policy in Appendix C.
[bookmark: _Hlk105400171]The SOA Research Institute and LIMRA will create aggregated datasets from the original data contributions for the purpose of completing this effort. These aggregated datasets will not contain any personally identifiable information (PII). All aggregated datasets compiled by the SOA Research Institute and LIMRA from the original data contributions will be the property of the SOA Research Institute and LIMRA. Only SOA Research Institute staff, LIMRA staff, or contracted independent consultants will have access to contributor-level data. The aggregated datasets may be used for future research, education or other purposes and offerings, as deemed appropriate by the SOA Research Institute or LIMRA. 

[bookmark: _Toc98504393]APPENDIX A – Data Request Description
Data Request Overview
The study period includes calendar years 2013 through 2021. Please submit exposure and corresponding claim information, gross of reinsurance, on groups that have been insured during any portion of the study period, provided the group has been insured for at least one calendar month during this period.  

The request is for three (3) different data files:
· Basic (employer-paid) coverage – individual exposure
· Supplemental (100% employee-paid) coverage – individual exposure
· Portability coverage

Please see the attached Excel workbook “Group Life 2013-2021 Data Request” for the layout of requested fields. Participants should merge group-level information, individual exposure, and claim records into a single record within each submitted file. The accompanying “Group Life 2013-2021 Data Request Instructions.docx” provides detailed instructions on providing information for each data element.

“Individual exposure” means individual employee records maintained on the carrier’s administration system and used to create a premium bill for the employer group. Retiree exposures that are included in the list bill should be included, along with their corresponding death claims. DO NOT submit data for self-administered employer groups (those for which the insurer does not maintain complete and continuous eligibility data for billing purposes).  The Committee is evaluating the possibility of a future study focusing on self-administered data.  

“Portability” means a supplemental group term life coverage that the insured is allowed to continue on a premium-paying basis after leaving the employer group. Do not include data on coverage that has been converted to an individual life policy. Because they could significantly impact the mortality of ported lives, we are requesting information on both (1) the level of individual underwriting applied; and (2) whether disabled lives are allowed to continue their coverage.

The below Appendix B is a Self-Audit Guide for data submissions. It will expedite the study and minimize follow-up questions if all participants perform self-audits of their data prior to submission. 
EXCLUSIONS
This study covers group term life and AD&D insurance only.  The following are specifically excluded from the study:

· Group Universal Life (GUL) / Group Variable Universal Life (GVUL)
· Groups for which all insureds are medically underwritten – e.g., groups with fewer than 10 lives 
· Conversions to individual life policies
· Buyouts of waiver of premium reserves
· Paid-up life coverage
· Dependent coverage (spouses / children)
· Survivor income benefit (SIB) policies
· Mass marketed / non-association
· Stand-alone AD&D
· Assumed reinsurance

APPENDIX B – Self-Audit Guide
To expedite the release of study results, the Committee requests that each participant perform the following audits of their data prior to submission.  
1. Review the submission and confirm that: 
· Rules regarding excluded business have been followed;
· No group names have been included;
· No individual names or other personal information such as Social Security number have been included. See item 13 in the Instructions document for possible ways to mask PII if needed;
· All required fields have been provided;
· All data fields have been formatted as requested;
· All data values are within acceptable parameters;
· No records are included with Volume of $0;All death claims have been assigned a Cause of Death Grouping Number from 1 to 15;
· Waiver claims are recorded consistent with the indicated waiver provision for the group (i.e., there should only be waiver claims if the group has a waiver provision); 
· Reporting of LTD with waiver reflects the treatment for each group and NOT your general company practice (i.e., code as "Yes" only if there is some degree of coordination between the adjudication of waiver and LTD claims on the group); and
· Multiple records on a single insured ID are as intended and not double counting (i.e., they may reflect different coverage amounts over time).

2. Review treatment of deaths from waiver claims and ensure: 
· Deaths of unapproved waiver claims within the elimination period have been included as deaths, NOT waivers; and
· Approved waiver claims have been included only as waiver claims (if the date of disability is in the study period) and the death claim (when applicable) has NOT been included.  

3. Check the data for outliers. Review for reasonableness the highest and the lowest values (at least 10 of each) for key items, such as: 
· All date fields;
· Salary;
· Volume; and
· Claim amount.

4. Perform a limited audit. For a sample of at least 10 records, review for accuracy the values for all data fields.

5. Review distributions (to the extent feasible) to ensure that the submission has an appropriate distribution for items, such as: 
· Age; 
· Sex; 
· Salary; and
· Volume.

Appendix C - LLG Governing Information Security Policy
LLG Information Technology has created and maintains a comprehensive information security program called Governing Information Security Policy for LLG. This program covers information security, risk assessment, and privacy for all LLG IT activities. The program ensures that LLG has in place adequate technical, administrative, and physical safeguards to protect sensitive information. LLG's Chief Information Security Officer is the owner of the program document, and reviews and updates it annually. 
1. ZERO TRUST ARCHITECTURE MODEL
LLG’s security model is centered on the belief that devices are not to automatically trusted inside or outside our perimeters. All connections must verify and continually be verified they meet a defined set of requirements before being granted access as well as ongoing access. 
2. PHYSICAL SECURITY 
LLG has industry best practice physical controls to protect staff, information, and guard against intrusion theft, damage, and unauthorized access. A badge reader system controls access to LLG’s facilities, computer rooms, and areas where sensitive information is stored. Employees, contractors, and consultants have photo ID badges that must be prominently displayed. Visitors and third parties must be provided with badges that are prominently displayed at all times during their use of LLG’s buildings.  LLG IT maintains procedures to ensure that computer and communications rooms are secured and protected from fire. 
3. DATA STORAGE 
The physical storage location of data is Windsor, CT.  The core physical infrastructure that includes physical hardware asset management, security, data protection, and networking services is managed by LLG staff. All systems are managed, monitored, and operated by LLG. 
4. END-POINT PROTECTION 
LLG Information Technology department develops, maintains, and revises as needed, a manual of procedures that govern the following: 
· Use of software to protect the computing environment from viruses and other malicious tools 
· Updating the computing environment with “patches” for known vulnerabilities 
· Restricting the ability of unprotected systems to access the environment 
· Installed and running on all LLG connected computers is an industry approved end-point protection software program that is updated regularly.  Definitions are set to update daily.


[bookmark: _Toc98504396]About The Society of Actuaries Research Institute
Serving as the research arm of the Society of Actuaries (SOA), the SOA Research Institute provides objective, data-driven research bringing together tried and true practices and future-focused approaches to address societal challenges and your business needs. The Institute provides trusted knowledge, extensive experience and new technologies to help effectively identify, predict and manage risks.
Representing the thousands of actuaries who help conduct critical research, the SOA Research Institute provides clarity and solutions on risks and societal challenges. The Institute connects actuaries, academics, employers, the insurance industry, regulators, research partners, foundations and research institutions, sponsors and non-governmental organizations, building an effective network which provides support, knowledge and expertise regarding the management of risk to benefit the industry and the public.
Managed by experienced actuaries and research experts from a broad range of industries, the SOA Research Institute creates, funds, develops and distributes research to elevate actuaries as leaders in measuring and managing risk. These efforts include studies, essay collections, webcasts, research papers, survey reports, and original research on topics impacting society.
Harnessing its peer-reviewed research, leading-edge technologies, new data tools and innovative practices, the Institute seeks to understand the underlying causes of risk and the possible outcomes. The Institute develops objective research spanning a variety of topics with its strategic research programs: aging and retirement; actuarial innovation and technology; mortality and longevity; diversity, equity and inclusion; health care cost trends; and catastrophe and climate risk. The Institute has a large volume of topical research available, including an expanding collection of international and market-specific research, experience studies, models and timely research.


Society of Actuaries Research Institute
475 N. Martingale Road, Suite 600
Schaumburg, Illinois 60173
www.SOA.org
[bookmark: _Toc65065346][bookmark: _Toc74840352][bookmark: _Toc76459499][bookmark: _Toc79583080][bookmark: _Toc98504397]
About LIMRA
Established in 1916, LIMRA is a research and professional development not-for-profit trade association for the financial services industry. More than 600 insurance and financial services organizations around the world rely on LIMRA’s research and educational solutions to help them make bottom-line decisions with greater confidence. Companies look to LIMRA for its unique ability to help them understand their customers, markets, distribution channels and competitors and leverage that knowledge to develop realistic business solutions. 
Visit LIMRA at www.limra.com.
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